
ANHANG F.3 zur IMS-Dokumentation
Richtlinie zur Informationssicherheit

Wir,  die  Unternehmensleitung,  erklären,  dass  sich  die  Unternehmensführung  in  vollem 
Umfang der Verantwortung für die Informationssicherheit des Unternehmens verpflichtet 
fühlt.

Wir verpflichten uns,  unsere eingerichtete Stabsstelle für Informationssicherheit  und den 
Sicherheitsprozess aktiv zu unterstützen. Unser Unternehmen wird in Übereinstimmung mit 
der Norm ISO 27001 vorgehen und die Anforderungen dieser Norm umsetzen. Zu diesem 
Zweck wird die Geschäftsleitung regelmäßige interne Audits durchführen, eine angemessene 
Steuerung  der  Dokumentation  und  Aufzeichnungen  sowie  eine  Managementbewertung 
implementieren und das PDCA-Modell zur kontinuierlichen Verbesserung anwenden. 

Es ist das vorrangige Ziel unserer Organisation, das Vertrauen unserer Kunden und anderer 
interessierter  Parteien  zu  erhalten.  Wir  erreichen  dies  durch  die  Umsetzung  geeigneter 
Maßnahmen in unserem Unternehmen und betrachten diese als folgende Ziele:

• die gesetzlichen Anforderungen (Datenschutzgesetz) einzuhalten
• unsere Geschäftsgeheimnisse zu schützen
• die Vertraulichkeit der Daten unserer Kunden zu wahren
• Durchführung unserer Projekte und Dienstleistungen innerhalb des geplanten Zeitrahmens
• die vereinbarten Kundenanforderungen sicher zu erfüllen

Diese  und  andere  Ziele  und  Maßnahmen werden  anhand  des  CIA-Prinzips  in  Bezug  auf 
Vertraulichkeit, Integrität und Verfügbarkeit definiert und spezifiziert.

Es wurden gezielte Prozesse und Anweisungen erstellt, die hinsichtlich ihres Umfangs und 
ihrer  Auswirkungen  entsprechend  und  in  allen  Bereichen  unserer  Dienstleistungen 
berücksichtigt werden. 

Unsere einzelnen und übergeordneten Ziele und Vorgaben werden mit diesen Prozessen und 
Anweisungen eingeführt, gepflegt und dokumentiert.

Anforderungen,  Risiken  und  Ziele,  die  Bedeutung  der  Sicherheit,  eine  Richtlinie  und 
Verpflichtungen werden mit unserer Informationssicherheitsrichtlinie (ISMS-Verfahren VA # 
1) kontrolliert und allen Mitarbeitern unserer Organisation mitgeteilt und auf Anfrage und 
nach Rücksprache mit der Geschäftsleitung extern zur Verfügung gestellt.

Nach Ermessen der Geschäftsleitung kann diese allgemeine Informationssicherheitspolitik 
über unsere Präsentationsmedien im Internet der Öffentlichkeit und anderen interessierten 
Parteien zugänglich gemacht werden.                                  
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